
88% of data breaches are caused by
human error.
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Cyber Security Awareness Training 
and Phishing Simulation Service

Train your staff:
Automated training
campaigns with
scheduled emails,
using the world’s 
largest library of
security awareness
training content.

Phish your staff: Best-in-class,
fully automated and simulated 
phishing attacks, thousands of
templates with unlimited usage.

Analyse the results:
Industry leading
reporting, showing
stats and graphs or
both training and
phishing for your
management team.

Reduce the phishing risk to your business with SCG.

0333 996 00 06 enquiries@scgmsp.co.uk www.scgmsp.co. uk0333 996 00 06 enquiries@scgmsp.co.uk www.scgmsp.co.uk

Get enrolled today in our Cyber Security Awareness Training
and ensure compliance�
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Cyber
Insurance



Social engineering indicators

Turn every simulated phishing email into a tool IT can use to train employees.

Deliver a more immersive training experience for your
staff in over 35 languages.

Localised admin console and learner experience

Assessments

Measure and monitor your users’ security knowledge and establish baseline 
security metrics.

Custom phishing templates and landing pages

Customise scenarios based on personal information and create your own
targeted spear phishing campaigns.

Phish alert button

Give your users a safe way to forward email threats to the security team for
analysis and to delete from the users’ inbox to prevent future exposure.

AI-driven phishing and training recommendations

Use AI-driven recommendations to choose the best phishing template for each
of your users, based on their individual training and phishing history.

AI

Virtual risk officer

Predict and identify risk at the user, group, and organisational level to enable
you to make data-driven decisions when it comes to your security awareness
program.
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Get enrolled today and start your training.
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